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All Unified Licensees (having Access Service Anthorization)’ Unified Access
Service s Licensees! Cellular Mobile Telephone Service Licensecs.

Subject: Procedure for re-verification of mobile connections in respect of
Subscribers of forelgn nationality/Non-resident Indians (NRIsySenior
citizens!  Physically  Challenged persons and  IVRS based OTFP
aunthentication process for subscribers having mobile number
registered with ULDAL - regarding

This is with reference to the instructions issued by this office letter(s) of even
number duled 23.03.20017 & 23102017 regarding re-verification of mobile
subscribers through Aadhaar based F-KYU process,

2 Various  representations of Non  Resident  Indians  (NREs)Overseas
Indians/Sub scribers of foreipn nationslity hove been received regarding difficulties
being faced by them in re-verification of their Indian Mobile Connections through
Aadhaar based E-KYC process as they neither possess Aadhaar nor eligible for
Aadbanr  cnrolment.  Further, representations from Senior CitizensPhysically
Challenged General Public have also been received regarding difficultics being faced
by them in re-verification process due 10 Varions reasons.

i In I zht of these representations, various rounds of discussions were held with
LHIAL anc the Licensee(s) lor casing out the problems/difficulties being faced by
shove mentioned entepory of subscribers, Accordingly, afier taking into consideration
the suggestions from UIDAL gnd the Licensecs, the undersigned is directed 1o convey
the approvil of the competent anthority that in partinl modification of the instructions
deted 23.10.2017, the Licensee shall ose the demiled procedures as atuched as
Annexure with these instructions for re-verification of following calegory of

subscribers as an alternative method of re-verilication
-

i S phseribers of Foreign Nationality and not having Aadhaar

i, MEL Subseribers not having Asdhaar or histher Audboar number does not
kave mobile number registered with LIDAL
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i Senior Citizens above 70 venrs s on 01U Iy § not having Aadhaar of
histher Aadhasr does nol have mohile number repistered with LIDAL ot
have Asdbaar but unable 1o Jo biometric  suthentication/ Physically

Challenged persons

. IVRS based O1F guthientication process for subscribers baving mobile
runiher registered with Aadhaar (nit applicable 10 outstation subscribers),

4. The Licensee must ensure that (he above mentioned category ol subscribers
shall be able to re-verify their mohile conmections through these alternative methods

by 01012018

5. The Licensee shall use 145407 a8 e for-mietered short code for IVRS based
OTP based suthentication  process for re-verification ol mobile subscribers

(Reference; Letler no 16372011 3-AS-111 dated 0112017
Encl.: As above, M
A i
,-3!
: {Prashant ‘;’ nal

ATMG (AS-LT]
Tele No.: U] 1-2135404223036580

Copy 1o

Secretary, Meity, New Delhi.

Secretary, TRAL New Delhi.

CEO. UIDAIT New Delhi,

106G (T), DoT HO), New Delhi.

Advisor(s)Sr. DDsG of TERM LSAs.

18 (18-1), MHA, Norih Block, New Delh.

37718 (OTA-), Ministry of External Affairs, Mew Delhi
8. Director (AS-1)/Dhrecton AS-111YDirector (AS-1V)/Directort AS-Y)
9. COAVALUSEL
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Annexure

Procedure & Steps’ Work Flow for Re-verification along with e-CAF

format for:
L Subscribers of Foreign Nationality and not having Aadhaar,

ii. MR Subscribers not having Aadhaar or hisher Aadhaar number does
not have mobile number registered with UIDAL

iii.  Senior Citizens ahove 70 years as on 01.01.2018 not having Aadhaar
or histher Aadhaar does nol have mobile number repistered with
UIIDA] or have Aadhaar but unable to do biemetric authentication/

Fhysically Challenged persons.

iv.  IVRS based OTP apthentigation process for subscribers having mobile
number registered with Aadhaar.

WJJJL%
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 After that, TSP's agent perfonm the following action:

After suecessful submission of O AF with detutls, unother verification code is senl 1o

 Afier validation of the verification code, TSP's agem apain suthenticates self along

 The e-UCAF formal is attnched aﬁ-&!l!!'m:h )y

Frocedure for re-verification of suhseriber of Forcign nationality not having

Aadlisar

Qibvscriber visits TSP"s outhet or TSPs representative visits the auhscriber.
TSI"s apent authenticates itsclt thorough Aadhaar based E-KYU process as pot the

current process for starting the re-verificalion process

- Sdbscriber pets n TSP initiated Austhentication Code SMS {minimum 4 digits) af

his/hver mobile o verify thut mobile 15 physically avarlable wilh the subscriber,

4. Validstes Authentication code
b Pest suthentication, Fills in all relevan information in the e-CAF.
¢ Attach the scanned copy of Passpor anid VISAOCT Cord (relevant pages)

4 Caplures “live’ photo of the subscriber,

subscriber by TSP and the Subscriber shares verification code along with the
declarmion that.

(4)  The information provided by e & correct

(R This OTF authentication can he ireated ae my signarure

() [ am the existing wser of mobile mumber .. and the SiM card o
this mobile sumber iy trdet B POSFEXSION

with declaration that “f hereby confirm Having seen the subscriber ond the detaily
provided by subseriber have heen entered in the CAF by me 1 have cavad i

photagraph of the subscriber™
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3 Annexure-]
DRAFT

APPLICATION FORM FOR RE-VE FIED MOBILE CONNECTION
FOR FOREIGN NATIO » AL SUBSCRIRERS

Unigue Customer Application Form (CAl" No* -

of Connection*: Post-Paid/ Pre-Paid TR A
Type onn us Photograph
I. Name of the Subscriber® il 1 _ o

1A Subseriber Consent

2. Name of FatherHushand*

3. Gender®: Male/Female 4. Date of B ¢ h* R U
(DDMMIYYY V)
3. Current Residential Address of subseriber in In lia®:
Address | 1
PinCotle- | | | [ | T 1

6. Penmancnt Address of subserjber (i.e, the addres: as per passpart)*:

Addres:
Country

PinCode [ | [ [ [ T ]
7. Swmtus of Subscriber”:- Foreign Nationg!

8. Nationality®

9. Passport Number®:

10. Visa type *;

11. Visa Nuinber *: o
Mote: Photo copy/ scanned eopy of relevent pages of documents in respect ol S. No. 8o 1] is
10 be uploaded by the TSP representative/subscriber

12, Number of Mobile connections held in name of Applicant in Indis { Operator-wise)® -

15 E-muil address (if any) k.

IR [ e




14. Altemate Contact numbers, ifany: Home:  Husiness  « Mohile

15, Profession of Subscriber:

Declaration by subscriber
{A} The informetion provided by me is comrect,
(B} This OTP aunthentication (provided by TSP) can be treatad as my signature.
(C) 1 am the existing user of mobile number ............ and the SIM card of this
mabile number is under my possession.

TSP OTP ende* (decleration); Date*: Time*:

Fields to be filled by Service Provider/Authorized representative
16. IMS] No.{Current)* - 17. Existing Mobile Number *-

18, Point of salc code® - 19. Point of Sale Name *:
(To be populated by Licensee) {To be populated by Licensee)

20. Point of sale agent name (As received from UIDAD*

20A: Point of sale agent Aadhaar Number® (As received from LILDAILY:
208: Unigue e-KYC reaponse ende along with date & time stamp received from UIDAL in
respect of POS agent* (first time authentication inftiating the E-KYC process)

Unique response code*:  ° Date* : Time*

21. Complete Address of Point of Sale® (To be populsted by 1Licensee):

House No/Flst No | Street
Address/Village
Locality/ Tehsil ’ ’
City! District __ State/UIT
PaCode- | T T T T T 1

Declaration by POS*

(A) 1 hereby confinn having seen the subscriber and the details provided by
subscriber have been entered in the CAF by me, | have capured the

photograph of the subseriber.
(B)  Thix biometric authentication can be treated as my signature.
Unigue response code® (declardtion): Date* :  Time*:

Note: *indicates mandatory fields - W



B. Procedure for re-verification of NRI Subscribers either not shaving Aadhasr OR
hisfher Aadhaar number does not have Mobile number {any) registered with UIDAI

{ Website Process):

| Subscriber opens the Web portal of the TSP applicable for NRI only.
2. Subscriber enters his mobile number which i 1o be re-verified and declares that
(i} I am an Indian National, however currently NR]
(i) 1 do not have Aadhaar or my dadhaar mmber does not have any Mobile mumber
regisiered with LIDAT
(i) The documents uploaded by me are authentic and if found forged, actions as per the
faw o the land showld be applicable 1o nie
3. TSP must ensure that the process will net proceed further if the sbove mentioned
declaration is not entered by the subscriber.
4. TSP sends an Authentication code SMS (minimum 4 digit) to the mobile number to verly
that mokile is physically available with the subscriber.
5, Subscriber submits the Authentication code provided by the TSP in the website,
6. TSP validates the Authentication code and let the subscriber proceed if the code matches.
Else, an srror message is displayed.
7. An e-CAF (attached as Annexure-II) will be displayed on portal to fill the below
mentioncd details:
a. Name of the subscriber (as appearing in the Passport),
b. Father's/Husband's Name
¢. Do
d, Gender ;
€. Indian Passport Number
f. Address {as in Passport)
g- Local Address in the foreign country
h. Eraail Address
i. Address of current stay
j. Type of VISA
k. VISA number
. VISA validity
m. Date of last exit from India
® Subscriber to upload the copy of Passport (Relevant pages, clearly showing the details
of fields - a, b, ¢, d, g, fabove).
¢ Subscriber to upload copy of the current VISA/Green Card for USA or equivalen for
other countries & last exit stamp (clearly showing |k 1m)
» Subsoriber to upload latest colored photograph

™
Thereafter, the Subscriber to click on submit button afier the declaration - 1 am centifying
that all the above information filed by me in the CAF are comrect™
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8, TSP sends a unique “transaction id™ of alphanumeric of 8 characters (valid for 48 hours |
to the subscriber which will be shared by himher with the Trusted person having Aadham
and registered number.

9. The Trusted person uses this “iransaction id” to initiate his OTP based suthentication
Aatdhaar e-KYC process :

i.  The Trusted person opens the Web portal of the TSP and enters “transaction id”
and NRI subscriber’s mobile number which is to be re-verified on TSP's website,

ii.  If “wansaction id” and mobile number of the subscriber is verified, subscribes
details such as name, photo and mobile number 1o be verified are made displayed
on the portal to the Trusted person and nsked to confirm if hefshe wants o verify
subscriber’s mobile number using his Aadhaar number and obtains consént-as per
Andhaar Agt.

iii.  The Trusted person enters hisher Aadhaar number and TSP (within its own
system) checks If heshe has not re-verified mobile connections of more than *
subscribers including all viz., NRI, Senior Citizen, Physically Challenged, If the
Trusted person is trying to re-verify the 6™ subscriber, » message is displayed tha
“You have already given yowr consent as trusted person for 5 Subseriber " and
TSP then stop the process while intimating the subscriber to share the transaction
id with other Trusted person. If the trusted person has not exceeded the limit of
subscribers, TSP can proceed further.

iv. TSP sends the Aadhaar OTP request to UTDAL

v.  UIDAI sends the-OTP to the registered mobile number of The Trusted person and
sends conflirmation to the TSP along with last 4 digits of the registered mobile
number,

vi. TSP displays-the message on the web portal that Aadhaar OTP has been sent to
the registered mobile number of The Trosted person (display the last 4 digits of
the regisiered mobile' number as received from UIDAI),

vii.  The Trusted person enters the Aadhaar OTP (6 digit) an TSP's website, -

viii.  TEP sends the OTT entered by Trusted person to UDIAI and if the OTF matches,
then e-KYC details are fetched from UIDAL by TSP. If the OTP does not match
then an error message is displayed on the Web portal by TSP,

10. On receipt of e-K YC details from UIDAIL TSP shall store the same in the CAT and shal!
the send confirmation SMS to the subiscriber as well as The Trusted person stating tha
“the process has been completed and we will take 98 hours 1o confirm back if mobile
rumber (only last four digits XXXX) has been re-verifled after checking all detaily and
the uploaded documents”, In case of any information not filed completed andor if any
uploaded document is incorrect/unreadable/mismatch with the filed fields, the TSP will
inform the subseriber accordingly through SMS.

11, In such case where TSP rejects the re-verification, the subscriber will be informed wvia
SMS about the reason of rejection and the subscriber has to start the complete process

again.

12, In case the Andhaar details or other informetion provided by the subscriber is found 1o b
incorrect and misuse, it may be treated as o frandulent activity and action as per Asdha
Act, 3016 end other relevant laws may be taken. t"ﬂq‘ﬂ
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APFLICATION FORM FOR RE-VERIFIED MOBILE CONNECTION
NRI SUBSCRIBERS (WERSITE PROCESS)

Unigue Customer Application Form (CAF) No® -
Type of Connection*: Post-Paid/ Pre-Paid

Name of the Subscriber*
(As entered by subscriber)

+ Consent of NRI subscriber®:

¢ [am an Indian National, however currently NRI 00
* | dopot have Aadhaar [
ar
My Aadhaar does not have any Mobile number registered with UIDAI D

* The documents uploaded by me are authentic and if found forged, actions as per
the law of the land should be applicable 1o me [

Note: Please Tick appropriate option. Clicking an option will amount to centificate by the
subscriber.

Name of Father/Husband*({ As entered by subseriber)

Gender®: Male/Femnle 4. Date of Birth* P e
DDMMYYYY)

{As entered by subscriber) - (As entered by subscriber)

Subscriber Address* (As per Passport):

Addregs; _ L

PinCode- | | | | | | |

Foreign Address of subscriber (i.e. the address where subscriber is currently residing)®:

Address
Countrv

Pin/Zip [ T T T T T ] code

Status of Subscriber*(By TSP):- NR]

Mationality* (As entered by subscriber)
-

9. Passport Number® {As eniered by subscriber):

I

I

Visa Number® (As entered by subscriber);

Visa Tyre* (As entered by subseribery: . jM‘*’_ﬁj



12, Viza Validity® { As enterad by subscriber):

13. Daate of last exit from India* (As entered by subscriber):
Note: Photo copy! scanned copy of relevant pages of dociments in respect of 8 No. ¥ 10 13 15

to be uploaded by the subscriber
14. Number of Mobile connections held in name of Applicant in India (Operator-wise)* -

15, E-mail addresz(ifany): @

16, Alternate Contact numbcrs, if any: Home.  Business Mahile
17. Profession of Subseriber; 1&. PAN/GIR:
Declaration by subscriber
(A) The information provided by me in my respeet is comect.
(B) 1 am the existing user of mobile number ............ and the SIM card of this
mobile number is under my possession.
Transaction Id* (issued by Licensee): Date* : Time* :
19. Details (Mame, Address and Aadhear number) of Trusted Persen® (As received from
UIDAT)
Name of Trusted Person® : | Fhipork s
Address of Trusted Person” Fomgmph
Aadhaar number of Trusted Person® kst
DOR® : : from LITDAL
Gendar®
Declaration by Trusted person
L  The user of mobile number .. .. 18 known fo me.
II. 1 herchy give my consent 1n vmf}r mobile number possessed

by {Name of subscriber). ’l'h:nhwldhmmiﬂmdum}
consent for authentication through UIDAI under Asdhaar Act. 2016 &
rulesregulanons made under the said Act,

Unigue response code® ; Dae*:  Thme":

Fichds to be filled by Service Provider/Authorized representative

20. IMS] No.* -
21. Existing Mobile Number *-

Note: * indicates mandaitory fields ‘ﬁJ w
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Pricedure of re-verification for Senior Citizen subseribers (above 70 years) either

not having Asdhaar OR his/her Aadhaar number does not have Mobile number {any)
registered with UIDAT OR his fingerprints are worn out/ Physically Challenged

1.
2,

Subseriber opens the Web portal of the TSP,
Subseriber enters his mobile number which is to be re-verified and declares that
(i} I am an Indian National and having age more than 70 years as on 01012018 or am
physically challenged person
i} 1 do not have Aadhaar or my Aadhaar number does not have any Mobile member
registered with UIDAT ar my fingerprints are worn out or have Aadhaar bur unmable ro

do biometric authentication.
(il The documents uploaded by me are authentic and if found forged, actions as per the
law af the land should be applicable 1o me
TSP must ensure that the process will not proceed further if the above mentioned
declaration is not entered by the subscriber.
TSP sends an Authentication code SMS (minimum 4 digit) 1o the mobile number to verify
that mobile is physically available with the subscriber.
Subscriber submits the Authentication code provided by the TSP on the website.
TSP validates the Authentication code and let the sobscriber proceed if the code matches.
Elst, an arror message is displayed.
An e-CAF (attached as Annexure-IT) to display on portal to fill the below mentioned
details:
a. Name
b. Fether' s/Husband's Name
c. DuB
+ d. Gender
e. Address
f. Phato |d details having Date of Birth/Year of birth
g. Eraail Address (optional)
s Subscriber to upload latest colored photograph
o Subscriber to upload one Government Photo 1d proof having Date of Birth to establish
the age (in case of Senior Citizens) '
« Subscriber to upload one certificate of physically challenged (in case of Physically
Challenged person)

Subseriber to click on submit button AFTER the declaration - “1 am certifying that all the
information: filed by me in the CAF are cornect”™

E. TSP senls a unigue “transaction id” of alphanumeric of 8 characters {valid for 48 hours)

1o the sybscriber which will be shared by him/her with the Trusted person having Aadhaar
and registered number.

9. The Trusted person uses this “transaction id" to initiste his OTP based suthentication

Andhaar e-KYC process:

= b L] A i & e s e, T



If “transaction id” and mobile number of the subscriber s verified, subscribes
detnils such as neme, photo and mobile number 1o be verified are made displayed
an the partal to the Trusted person and asked to confirm il he/she wants to venly
subscriber’s mebile number using his Aadhaar number after obtaining his consen

under the Aadhaar Act,

iii. The Trusted person enters histher Aadhaar number and TSP (within its own
system) checks if hefshe has not re-verified mobile connections of more thin 3
subscribers including all viz., NRI, Senior Citizen, Physically Challenged. If the
Trusted person is trying lo re-verify the 6” subscriber, n message is displayed tha
“Vens have already given your consent as frusted person for 5 Subseriber” and
TSP then stop the process while intimating the subscriber 1o share the iransaction
id with other Trusted person. IF the trusted person has not exceeded the hmit of 2
subscribers, TSP can proceed further.

iv. TSP sends the Aadhaar OTP request to LITDAL

v, UIDAI sends the OTP to the registered mobile number of the Trasted person and
sends confirmation to the TSP along with last 4 digits of the registered mobile
number. ]

vi. TSP displays the message on the web portal that Aadhaar OTP has been sent to
the registered mobile number of the Trusted person (displays the last 4 digits of
the registered mobile number &s received from LIDAT),

vii.  The Trusted person enters the Andhaar OTP (6 digit) on TSP's website.

viii. TSP sends the OTP entered by Trusted person to UDIAL end if the OTP matches,
then e-K Y details are fetched from UIDAT by TSP. If the OTP does not malch
then an error message is displayed on the Web portal by TSP,

10. On receipt of e-KYC details from UIDAI TSP shall store the same in the CATF and shall

12.

the send confirmation SMS fo the subscriber as well s The Trusted person stating thai
“the process has been completed and we will take $6 hours 1o confirm back i mobile
number {only last four digits XXXX) has been re-verified after checking all details and the
uploaded documenits”. In case of any information nol filled completely and/or if any
uploaded document is incorrect/unreadable’mismatch with the filed fields, the TSP will
inform the subscriber accordingly through SM3.

In such case where TSP rejects the re-verification; the subsoriber will be informed vis
SMS about the reason of rejection and the subscriber has to start the complete process
again.

In case the Aadhaar detsils or other information provided by the subseriber is found 1o be
incorrect/misuse, it may be treated as a fraudulent activity and action as per Aadhamr Act
2016 and other relevant lows may be taken.

LE L L
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] Annexure-H1

DRAFT
APFLICATION FORM FOR RE-VERIFIED MOBILE CONNECTION
SENIOR CITIZEN (above 70 years as on 1" January 2008/ PHYSICALLY
CHALLENGED PERSON (WEBSITE PROCESS)

Unigue Customer Application Form (CAF) No* -
Type of Connection*: Post-Paid/ Pre-Paid Fum::
1. MName of the Subscriber* e L""-‘M
(As entered by subscriber) by subscriber)

2. Consent of subscriber®:
* ] am an Indian National - : ——

Having age more than 70 years as on 01.01.2018 0
Dr M
Physically Challenged 0
* | do not have Aadhaar [l
or
My Aadhear does not have any Mobile number registered with ULDALD
Or
[ have Aadhaar but unable to do biometric authentication O
* The documents uploaded by me are authentic and if found forged, actions as per
the law of the land should be applicable to me 0

Mote: Please tick appropriate box, * X
3. Name of Father/Husband*(As entered by subscriber)

4. Gender*: Male/Female S DateafBih* [T T T T T T 1]
(DDMMYYYY)
{As entered by subscriber) (As entered by subseriber)
6. Subscriber Address*(as entered by subscriber):
Address:

PinCode- [T T T T 1]

7. Status of Subscriber*(By TSP):- Individual/Outstation

8 Nationality* (As entered by subseriber)

9 POl Derails * (As entered by subscriber with photograph & Date of Birth):
o POl Thpe UE: PO Mumber

10, Number of Mobile connections held in name of Applicant (Operator-wise)® -

-

11, E-mail address (if any): = fix: e il




12. Alternate (“ontact numbers, if any; Home: Business.  »  Mobile

13. Profession of Substriber 17. PAN/GIR:

Declaration by subseriber
{A) The information provided by me in my respeet is correct.
(B) 1 am the existing user of mobile nomber ... dnd the SIM card of this
mobile number is under my possession.

Transaction Id* (issued by Ficensee): Dmte*: Time*:

14. Details (Name, Address and Aadhaar number) of Trusted Person® {As received from
LIIDAT)

Name.af Trusted Person® b
Address of Trusted Person® m:
wmn[Tnulthm' from UIDAT)
Gender*
Declaration by Trusted person
(A) The user of mobile number ............ is known o me.

(B) 1 bereby give my consenl to verify mobile number possessed
by (Mame of subscriber). This should be considered as my
consent for suthentication through UIDA] under Asdhaar Acl, 2006 and

rules/regulations made under the said Act.

e—— el

Unique response code® : Date® : Time* :

Fields to be filled by Service Provider/Authorized representative

15. IMSI No.* -
R AZ;J M

16. Existing Mobile Number *-

Note: * indicates mandatory felds
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Procedure for re-verification of IVRS based OTP authehfication process for

subscribers having mobile number registered with Aadbaar {not applicable to
Crutstation subscribers):

Method - Mobile re-verification through 1VR:

1.

1

iv,

Vi

Vil

Vi,

1

Subscriber calls the TSP IVR through the mobile number that needs (o be re-verified.
The IVR language should be in English, Hindi and other regional languages of the
respective state/circles. This should be selected by pressing digits as indicated through
IVR.
IVR gives the option of selection of nationality i.e. Indian or Cthers. In case of others,
IVR process stops and subscriber is advised to follow the procedure preseribed for
foreign nationals, : . - :
IVR plays a message that “7 hereby give my consent fe verify my mobile mumber and
this showld be considered ar my consemt for demographic muthenticarion throwgh
UIDA under Aadhaar Act 2016, The subscriber presses the required digit to give the
consent, If the subscriber gives his/her consent, IVR process proceeds further and the
subscriber is asked to enter Aadhaar number.
TSP sends the Aadhasr number to UIDAI and UIDAI checks whether if there is any
mobile number registered with that Asdhear number. If yes, then on OTP is sent by
UIDAT to registered mobile number and IVRS process proceeds further. If not, an
error message is played.
OTP is received on the Aadhaar registered mobile and consent message is played on
through IVRS 1o subseriber by TSP that:

o “f am the exvisting user of m:hile muntber __ and the SIM card of this
- mobile number is undzr my possession

* By sharing of Aadhaar OTP, I hereby give my consent to feich my name, Dare of

Birth, Address, Gender. Photo from UIDAL to verify my mobile mumber
*  This OTP authentication ean be treated as my signature,

subscriber enters the OTP received from UIDAL oa the TVRS, TSP sends the OTP
entered by subscriber to the UIDAI and il OTP matches, then e-KYC dewils are
fetehed from UIDAL by TSP. If the OTP does not match then an error message is
played by IVRS.

IVR gives the option to the subscriber of sequentinlly keving the deteils of other
alternate mobile numbers, if any, count-wise and number-wise.

A mussage intimating that “the re-verification process aof your mobile mumber hay
been initialed swecessfully” is played through IVRS and alsa transmitted to the
subscriber’s mobile number.

After completion of above process, before updating or overwriting the subscriber's
detaiis in datsbase with data received through sbove process, the TSPs shall seek
confirmation from subscriber about the re-verification of his/her mobile number after
24 Hours through SMS, IT the subseriber does not respond within 3 daylight hours 1o



SMS, the TSP shall treal re-verification as positive and oyerwrite the subscriber

database by received this process.
xi.  Forthe above process, TSPs need 1o ensure;

the security of voice channels.,

that the entive process above is automated and there is no human inlervention
anywhere,

security is provided af par with security of banking transactions through TVR.
that there are internal robust security measures to protect Aadhaar information
from unauthorized sccess, e.g. the application that interacts witl; the TVR
should mask / encrypt the Aadhaar number as soon as it is received by the
that The Aadhaar number is nol accessible to TSPs call center or CRM
execulives.

The e-CAF format in this OTT based process is attached as Annexure-TV.
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DRAFT
APPLICATION FORM FOR REVERIFICATION
USING OTFP PROCESS {IVRS) FOR LOCAL SUBSCRIBER
Umigue Customer Application Form (CAF) No* - S o
Andhagr Number of Subscriber* (As provided by Subscriber in IVRS): P P i
Type of Conneetion*: Post-Paid/ Pre-Paid {As received
Muode of Re-Verification: IVRS from UTDAT)
. MName of the Subscriber®
(As received from IITDAT)
: Subscriber Consent

Unique e-KYC OTP communication response code (OTP sent confirmation) along with
date & time stamp received from UIDAL in respect of subscriber®

Declaration: By sharing Aadhaar number | herehy give my consent to verify my mobile
number. This should be considered as my consent for demographic suthentication
through ULDAT under Aadhaar Aet, 2016 and rules/regulations made undes the said Act,
to verily my mobile number,

Unique sesponse code®: Date® ; Time® : =
. Name of Father/Husband Daughter/Bon® e { &s received
fram U1DAL, if any)
Gender*: Male/Female S DaeofBinh* [T T T T T TT]
(DDMMIYYYY) '
{As received from UIDAL (As received from UIDAT)

. Completc Local Residential Address * (as received from UIDAL:

Pin Cove- | [[ [ ] ]_-|

Status of Subscriber®:- Individoal

National ty*: Indian/Other {as declared by subscriber during the IVRS Call)

Details of Mohile connections held in name of Applicant * - (as declared by

subscribor during the IVRS Call)
of M



~de IS No. *(current) -

Declaration by subscriber .

(A1 am the existing user of mobile number _and the SIM card of this
mohbile number is under my possession,

(B) By sharing of Asdhaar OTF, [ hereby give my consent to feich my name, Dite of
Birth, Address, Gender, Photo from UIDAI, under Aadhaar Act, 2016 and
rulesfregulations made under the said Act, to verify my mobile number

(C) This OTP authentication can be treated g my signature

Unique response code® (declaration): — Date*: Time*

Fields to be filled by Service Provider/Authorized representative

11. Existing Mobile Number *-
Note: * indicates mandsatory fields
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